
Flexible VPN 
Universal Client – Effortless Integration
Secure, seamless remote access your customers can rely on –  
simple to deploy and easy to sell

The NCP Secure Entry Client Suite for Windows and macOS is designed for hybrid workforces, 
providing enterprise-level security at an affordable price. 30-day free trial.

At a glance

Highly secure, encrypted remote access that is easy to 
use, easy to deploy, and does not require a specialized 
internal IT team:

	Easily fits into any infrastructure

	Built-in security with dynamic personal firewall

	�Always-on connectivity even behind restrictive 
firewalls

	�Simple, intuitive interface for quick deployment – 
Takes only a few minutes to set up

	�Works with any firewall (ex. Juniper, Cisco,  
Palo Alto, and more …)

Who it's for

	�Customers looking for a flexible VPN client to 
complement firewall or cloud security sales

	�SMBs (50 users or fewer) who want enterprise-grade 
VPN at an affordable price

	�Contractor’s or temporary employees who need  
VPN support for multiple firewalls

Why it matters

For IT Teams 
Standardized deployment with a preconfigured  
VPN profile

For End Users 
�A clean interface and a client that just works

For SMBs 
Enterprise security at an entry-level price

Key Features

Integrated Firewall Protection
Dynamic rule sets for ports, IP applications.  
Friendly Net Detection: automatically adapts to trusted 
or untrusted networks

Universal Connectivity 
Works with all major gateways VPN 

Smart Traffic Control
QoS support prioritizes VoIP, video, or business-critical 
apps. VPN Bypass allows selected apps to run outside 
the tunnel

Built for the Hybrid Worker
Home Zone: pre-set rules for trusted home networks. 
Includes Budget Manager for cost control when using 
mobile data or roaming

Flexible Authentication
Certificates, OPT tokens, biometrics, or smart cards. 
Multi-certificate support for multiple use cases

Easy Deployment
Wizard-driven setup. Intelligent media detection always 
finds the fastest connection


