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A step ahead of trouble.
Pixel’s security features are tested against real-world threats to keep everything from your texts to 
your pics secure on your phone. They’ve even earned a perfect score on a recent analyst evaluation.1

Secure processing
Our enterprise-grade Titan M security chip offers hardware-based protection for 
Google devices like Pixel. It’s tamper resistant and designed to help secure and 
safeguard the OS and sensitive work or data on your phone (like your password).

Seamless OS Updates
Stay secure with guaranteed updates. Pixel automatically receives the latest OS 
and security updates for at least 3 years.2 The updates download entirely in the 
background, so you can continue using your phone without any interruption.

Anti-malware and anti-phishing
The 5G Google phones come with Google Play Protect, Google’s built-in malware 
protection for all the apps on your phone. It scans over 100 billion apps every 
day to help keep your phone safe. Pixel also has built-in anti-phishing protections 
that scan and notify users of potential threats coming in from phone calls, text 
messages, emails, and links sent through other apps.

Your identity, your phone
Biometric security through Pixel Imprint fingerprint scanning helps ensure 
protection of your device.


