
Empower Virtual Training in 
Healthcare with ArborXR

“For us, it’s about having total control and flexibility over the VR content we send to our patients & their caregivers. 
And we have to do that in a secure and timely way.”

– Chris Brickler, CEO & Co-Founder at Mynd Immersive
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Effortlessly Deploy & Manage XR Content
Manually installing content is painful at scale, and traditional MDMs or UEMs 
are extremely limiting. ArborXR lets you deploy apps & files, remotely view and 
launch content for users, control app versions, verify install status, and share 
content the way you want.

Confidently Manage VR & AR Devices at Scale
Scaling XR devices remotely is nearly impossible. With ArborXR, you can set up 
various VR & AR devices, configure settings, keep them up-to-date, and manage 
unlimited devices with bulk enrollment. Build flexible XR nested groups that align 
with your organization’s structure today, and as you grow.

Keep Settings Secure & Users Productive
The default XR environment is full of distractions, with no control for admins. With 
ArborXR, customize the VR/AR environment. With a multi-app launcher, kiosk 
mode, and single-sign-on (SSO), you can lock down the headset as you see fit, and 
guide users in XR healthcare training.
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Get Started Free at ArborXR.com
Remotely deploy contentEffortlessly manage devices Control what users can see
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XR is Transforming Healthcare

in patient pain intensity after
VR therapy experiences

30% Decrease
T H E V H A

in overall time to proficiency after 
implementing VR training

40% Reduction
P F I Z E R

training new paramedic team leads
with VR simulations

1,360+ Hours Saved
P C C

Secure Healthcare Data, Devices, and Access
Reliable and secure. Rest easy knowing ArborXR was built with enterprise-level security and in direct 

partnership with 75+ healthcare organizations. 

ArborXR uses the OpenID Connect and SAML V2 enterprise standards to support popular authentication 
methods like Google Workspace and Azure Active Directory. ArborXR is hosted on Google Cloud and has all 
the security elements you expect. Encryption at rest, API communication over SSL with GraphQL, and more. 

     Enteprise-Level Security
– GDPR Compliant
– SOC 2 Type 2 Certified
– ISO 27001 Certified 
– No ePHI goes through ArborXR

     Restrict Access
– Single Sign-On (SSO) available 
– Two-Factor Authentication available 
– Disable home button functionality
– Disable Android Debug Bridge (ADB) 
– Disable USB file transfers

     Secure Infrastructure
– Short list of domains to allow-list in networking.
– Only uses standard protocols: HTTPS
    and websockets.
– Only needs public internet access, no local
    network access required.

     Securely Hosted
– Can store applications on your own S3 storage
– Data can be stored in the EU or US
– All data encrypted in transit and at rest
– Extensive Role Based Access Control (RBAC)


